
Consumer Alerts on Tax Scams 

Please note that the IRS does not initiate contact with taxpayers by email to request 
personal or financial information. This includes any type of electronic communication, 
such as text messages and social media channels. 

Note that the IRS will never: 
✓ Call to demand immediate payment using a specific payment method such as a 

prepaid debit card, gift card or wire transfer. Generally, the IRS will first mail you 
a bill if you owe any taxes. 

✓ Threaten to immediately bring in local police or other law-enforcement groups to 
have you arrested for not paying. 

✓ Demand that you pay taxes without giving you the opportunity to question or 
appeal the amount they say you owe. 

✓ Ask for credit or debit card numbers over the phone. 

Examples of recent scams include: 
✓ Fake IRS tax bills related to the Affordable Care Act. Generally, the scam involves 

a fraudulent version of CP2000 notices for tax year 2015.   
✓ Telephone scammers targeting students and parents during the back-to-school 

season and demanding payments for non-existent taxes, such as the “federal 
student tax.”   

✓ “Robo-calls” where scammers leave urgent callback requests through the phone 
telling taxpayers to call back to settle their “tax bill.” In the latest trend, IRS 
impersonators demand payments on iTunes and other gift cards.   

Tax Fraud Scams 

Don't fall victim to scams involving tax fraud. Remember — if it sounds too good to be true, it 
probably is. If you know of a tax fraud, you can report it to the IRS by sending 
completed Form 3949-A, Information Referral, to Internal Revenue Service, Fresno, CA 93888. 
Download the form or call 1-800-829-3676 to order by mail. 

Education is the best way to avoid the pitfalls of these “too good to be true” tax scams.  

**Information contained herein is current and valid at time of posting. Our firm accepts no 
responsibility for tax law changes after publishing. 

https://www.irs.gov/pub/irs-pdf/f3949a.pdf

